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THE WATER SYSTEMS, THE INTERNET, THE ELECTRICAL GRIDS, COULD BE GONE WITH THE CLICK OF A BUTTON IF WE DON’T PAY ATTENTION TO WHAT’S GOING ON IN THIS INVISIBLE WAR.

- Matt McQueen
Chief Communications & Engagement Officer
ABOUT THE INVISIBLE WAR

What is The Invisible War?
• Think of it as a competition of ideas. The Invisible War refers to the digital dimensions of competition and conflict, which are used by our adversaries and enemies to manipulate, exploit, corrupt or influence a target audience.
• The Invisible War has two components: a digital domain and information domain.
• Examples can include election fraud, power grid breaches, cutting off water systems.

What is the Information Domain?
• The information domain is where data—information and ideas—are transmitted from the real world to influence the mind.
• There are four types of challenges in this environment: disinformation, misinformation, rhetoric information, and missing information.

Disinformation vs. Misinformation
• Disinformation is when an adversary knowingly puts out a lie in hopes of achieving an objective.
• Misinformation occurs when someone accidentally spreads a lie believing it to be true. This could be a result of disinformation or a misunderstanding of the truth.
• For example: We see this close to home, when your family or friends don’t know they’re spreading a lie, and you try to correct the record.

Rhetoric Information
• The battle of ideas and values are the cornerstone of the Invisible War—something that is not a lie but may not be wholly true.
• Rhetoric information depends upon perspectives—beliefs, biases, education, or even cultural references. These conversations should be framed in terms of opposing value propositions, not in terms of truth.
• For example: If you’re the Chinese Communist Party (CCP), and you’re saying the U.S. is in decline and the CCP is on the rise, that’s not a lie. That’s a belief. If we dismiss it as disinformation, we remove ourselves from the discussion and miss an opportunity to address it.

Missing Information
• Missing information is when a target audience lacks information to make informed decisions based on true and accurate data.
• Adversaries will block or eliminate information to influence opinion.
• Both China and Russia practice a form of active missing information by creating information firewalls to block populations from accessing information required to make decisions, using rhetoric information, and silencing nonconforming media.

What is the Digital Domain?
• Think of it as the internet of things—the network of connected devices and software that communicate between devices and the cloud.
• The digital domain can include power grids, supply chain systems, IT architectures, 5G, system networks, your cell phone storage, the files on your laptop, electronic health records, home automation systems.
• The digital domain is most easily accessed and exploited through breaches caused by poor firewalls, faulty security, or compromised identity, credential, and access management (ICAM).
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